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1
Last May, the director of National Intelligence, a soft-spoken South Carolinian named Mike McConnell, leaned that three U.S. soldiers had been captured by Sunni insurgents in central Iraq.  As a search team of six thousand American and Iraqi forces combed through Babil Province, analysts at the National Security Agency, in Fort Meade, Maryland, began examining communication traffic in Iraq, hoping to pick up conversations among the soldiers’ captors.  To McConnell’s consternation, such surveillance required a warrant -- not because the kidnappers were entitled to constitutional protections but because their communications might pass electronically through U.S. circuits.

2
The kidnappings could have been just another barely noticed tragedy in a long, bloody war, but at that moment an important political debate was taking place in Washington.  Lawmakers were trying to strike a balance between respecting citizens’ privacy and helping lawenforcement and intelligence officials to protect the country against crime, terror, espionage, and treason.  McConnell, who had been in office for less than three months when the soldiers were captured, was urging Congress to make a change in the 1978 Foreign Intelligence Surveillance Act, or FISA, which governs the process of eavesdropping on citizens and foreigners inside the U.S. and requires agencies to obtain a warrant within seventy-two hours after monitoring begins.  The act was a response to abuses of the Nixon era, when the U.S. government turned its formidable surveillance powers against peace activists, reporters, religious groups, civil rights workers, politicians, and even members of the Supreme Court.  Over the years, the act had been amended many times, but McConnell believed that FISA – a law written before the age of cell phones, e-mail, and the Web – was dangerously outmoded.  “If we don’t update FISA, the nation is significantly at risk,” McConnell told me.  He said that federal judges had recently decided, in a series of secret rulings, that any telephone transmission or e-mail that incidentally flowed in U.S. computer systems was potentially subject to judicial oversight.  According to McConnell, the capacity of the N.S.A. to monitor foreign-based communications had consequently been reduced by seventy percent.  Now, he claimed, the lives of three American soldiers had been thrown into the scale.

3
McConnell is the head of the sprawling assemblage of cover agencies known as the “intelligence community” – a term that first appeared in the minutes of a staff meeting of the Intelligence Advisory Committee, in 1952.  That year, President Truman signed a secret memorandum creating the N.S.A., which is still the largest of the sixteen intelligence bureaucracies.  The Pentagon has a Defense Intelligence Agency, and each military branch has its own intelligence shop.  There are three very expensive technical agencies:  the N.S.A., which is responsible for code-breaking, code-making, communications monitoring, and information warfare; the Nation Geospatial-Intelligence Agency, which makes maps and analyzes surveillance photographs; and the Nation Reconnaissance Office, which provides satellite imagery.  The Central Intelligence Agency is in charge of human intelligence on foreign targets, although the Defense Intelligence Agency also conducts “humint” operations for the military.  Domestic intelligence is handled by the federal Bureau of Investigation, the Drug Enforcement Administration, and division of the Department of Homeland Security.  The State Department has it own intelligence-analysis bureau, as do the Energy and Treasury Departments.  The intelligence community employs more than a hundred thousand people, including tens of thousands of private contractors.  And its official budget, which last year was $43.5 billion, omits the military’s intelligence operation, which, if included, would probably push the total annual cost part $50 billion – more than the government spends on energy, scientific research, or the federal court and prison systems.
4
To call the disparate intelligence bureaucracies a community suggests that they share a collegial spirit, but throughout their history these organizations have even brutally competitive, undermining one another and even hoarding vital information.  Since the establishment of the C.I.A., in 1947, the fractious intelligence community has botched many of the major tasks assigned to it.  Its failures include the Bay of Pigs invasion, the unforeseen collapse of the Soviet Union, the inability to prevent the September 11th attacks, and the catastrophic assessment that Iraq, under Saddam Hussein, possessed weapons of mass destruction.  There have been successes – in 2006, American intelligence helped lead to the arrest in England of twenty-four conspirators who were plotting to blow up at least ten transatlantic airliners – but they don’t begin to outweigh the damage caused by bungled operations and misguided analysis.

5
Over the past sixty year, frustrated Presidents and lawmakers have commissioned more than forty studies of nation’s intelligence operations, to determine how to rearrange, reform, or even, in some cases, abolish them.  Most of these studies have concluded that the rivalries and conflicting missions of the warring agencies could be resolved only by placing a single figure in charge.  Yet, until September 11th, there was no political will to do so.  In 2004, after the 9/11 Commission recommended the appointment of a powerful overseer, Congress passed the Intelligence Reform and Terrorism Prevention Act, whish created the Office of the Director of National Intelligence, or O.D.N.I.  Dissenting lawmakers complained that the new office would simply add another tier of bureaucrats to an already congested roster.  Indeed, although the 9/11 Commission suggested that the O.D.N.I. needed no more than a few hundred employees, it has quickly expanded to some fifteen hundred.  Most of these addition, however are transfers from other agencies – a maneuver that has rankled senior intelligence managers, especially in the C.I.A., which fiercely opposed the establishment of the new office. Until the 2004 law passed, the nominal leader of the intelligence community was the head of the C.I.A.  Now the agency reports to the D.N.I., just as the intelligence branch of the Coast Guard does. 
6
The reforms came at a time when the basic value of intelligence-gathering was in question.  “WE have such a huge infrastructure that adds so little to our understanding and frequently gets us in trouble,” says Richard Clarke, who served as the counterterrorism coordinator under President Clinton and, until 2002, in the current Administration.  “You’re left with the impression that it wouldn’t make any difference if they didn’t exist.”

7
In April, 2005, Congress confirmed John Negroponte, then the U.S. Ambassador in Iraq, as the office’s first director.  General Michael Hayden, the head of the N.S.A., became his deputy.  But Negroponte lasted only two years in the job before returning to the State Department, where he clearly felt more at home.  And Hayden left to lead the C.I.A.  There were few candidates eager to replace Negroponte in the last two years of an embattled, lame-duck Administration.  And although the 2004 reforms had given the director of National Intelligence responsibility for overseeing the community, his powers were limited.

8
The president turned to Mike McConnell, a retired admiral who had directed the N.S.A. from 1992 to 1996, but who was not well known outside the intelligence community.  Sixty-three years old at the time, McConnell was part of the featureless parade of management consultants and security experts who work for federal contractors based in northern Virginia, near C.I.A headquarters.  McConnell was a senior vice-president of Booz Allen Hamilton, the oldest of these firms.  The war on terror and the wars in Afghanistan and Iraq were generating an economic boom in the Virginia suburbs, and McConnell, like many retired spooks, was reaping the benefits of his government experience and his top-secret clearance.

9
McConnell has pale, thin, sandy hair, blue eyes, and skin as pink as a baby’s.  His back troubles him, and he walks with a slight stoop, which becomes more pronounced as the day wears on.  His friends describe him as quick-minded and crafty, with an unusual ability to synthesize large amounts of information.  A workaholic, he regularly lugged two briefcases home each night.  Yet, ten years after leaving the government, he was finally making real money – two million dollars a year at Booz Allen – and was looking toward a comfortable retirement, perhaps in a cabin in the Carolinas, where he could build birdhouses (he and his wife, Terry, are members of a society whose purpose is to protect the Eastern bluebird) and listen to soft rock and rhythm and blues.  He claims to be a terrific dancer.
10
In September, 2006, McConnell was offered the D.N.I. job and refused it.  One of the major limitations of the post was that eighty per cent of the intelligence budget was controlled by the Secretary of Defense – and at the time that was Donald Rumsfeld resigned, and Robert M. Gates replaced him.  When Vice-President Dick Cheney approached McConnell again, over Christmas, he asked for time to think about it.

11
Gates informed McConnell that he had recommended McConnell’s old friend Lieutenant General James Clapper to be Under-Secretary of Defense for Intelligence.  “I thought that, between Hayden, McConnell, Clapper, and myself, we could reach an agreement on some of the issues that hadn’t been resolved by the legislation,” Gates said.  If McConnell and Clapper took office, each of the major agencies would be led by a military man.  This unique alignment, Gates and McConnell believed, would offer the best chance that the intelligence community would ever have to reform itself.  Unsurprisingly, the model they had in mind was the American armed forces.

12
All four men were insiders who understood the culture of intelligence-gathering.  “There hadn’t been this kind of alignment of stars in more than forty years of my experience in the intelligence community,” Gates said.  The question was whether they could be sufficiently objective and forceful to reshape a subterranean branch of government that had failed so deeply in its mission.

13
McConnell accepted the post and in February, 2007, he was sworn in.  Clapper’s wife gave McConnell and her husband clocks that counted down to the last second of the Bush Administration, on January 20, 2009.  That was the amount of time, McConnell believed, that he had to lead a revolution.

14
“I don’t know how much about you,” I admitted to McConnell at the end of July, when we met for the first of a series of discussions in this temporary office, which is at Bolling Air Force Base, in Washington.  Despite his long career, there was a little in the public record about his background.

15
The 2004 intelligence legislation was not nearly as comprehensive as Goldwater-Nichols, but McConnell came into office with a slate of reforms, called the Hundred-Day Plan, that was modeled on the streamlined military command.  He proposed a “culture of collaboration,” which would require agencies to work together.  The cost of one agency hiding intelligence from others was made dismally clear in the recent Inspector General report on the performance of the C.I.A. before 9/11.  The report revealed that in March, 200, between fifty and sixty individual within the agency had known that two futures Al Qaeda hijackers were infiltrating America, but nobody at the C.I.A. had informed the F.B.I.

16
McConnell’s hundred days ended in August.  He set up an executive committee made up of the heads of the most significant agencies, and took control of the budget for the community. Some important advances were made in sharing intelligence and in prompting career employees to serve outside of their home agencies, but he admits that his office should have been more realistic about how long it would take to bring about such profound changes.  In the fall, he established a Five-Hundred-Day Plan, which coincided with the number of days remaining on his countdown clock.  The second phase focuses on information technology and clearance issues.  The intelligence community is literally incapable of understanding the enemy, because substantial security barriers have been placed in the path of Americans who are native speakers of Arabic and other critical languages.  In the six years since September 11th, very little progress has been made in hiring people who might penetrate and disrupt Al Qaeda and its  affiliates.

17
In August, just before the congressional recess, members of the House and the Senate were frantically seeking a compromise on the FISA-reform bill.   The Changes to FISA that McConnell proposed were minor, in his view.  “Three things we wanted,” he told me, in characteristic bulletin language.  “First, we had to have a situation where it doesn’t require us to get a warrant for a foreign person in a foreign country.  Second point, we need to have a situation where it doesn’t require us to get a warrant for a foreign person in a foreign country.  Second point, we need the cooperation of the private sector.  The private sector is being sued for allegedly cooperation with the government.”  He was referring to reports that, even before 9/11, many of America’s major telecommunications companies had diverted virtually all records of telephone and e-mail traffic from their routers into N.S.A. data banks, where it could be stored and examined. McConnell wanted liability protection not only for the companies' future cooperation but for their past actions as well; however, he agreed to take the issue of retroactive immunity off the table if Congress would reconsider the matter after its recess. ("We were in a pissing contest with the Administration, because they wouldn't give us the documents to show what they needed the immunity for," Silvestre Reyes, of Texas, the chairman of the House Intelligence Committee, told me.) McConnell's third point was uncontroversial: he wanted a warrant to be required whenever a person in the U.S. was the object of surveillance. However, the reform bill before Congress, which Democrats in both houses had rejected, did not protect Americans -- travellers, soldiers, exchange students, diplomats -- who happened to be outside the United States. 

18
As the vote on the legislation approached, the Administration let it be known that threats from Al Qaeda had increased in number; there had even been signs, it claimed, of a plot to attack Congress. Many lawmakers felt manipulated and suspicious. In a meeting with McConnell, I said, "According to Senator Harry Reid, the legislation 'authorizes warrantless searches and surveillance of American phone calls, e-mails, homes, offices, and -- ' " 

19
"Totally untrue!" McConnell exclaimed. ''I'm telling you, if you're in the United States you have to have a warrant. Authorized by the court. Period!" Critics argued, however, that the proposed law left a loophole. If the Attorney General and the D.N.I. decided that a foreign target was a subject of interest, the law permitted them to conduct surveillance on any Americans who might be in touch with that person, to break into their homes, to open their mail, to examine their medical records -- all without a warrant. Legislators worried that the law would permit the intelligence community to "reverse-target" Americans who happened to be making international calls but who had nothing to do with terrorism. 

20
"That's a violation of the Constitution," McConnell said. "We can't do that, wouldn't do that." Naturally, some innocent Americans would be overheard, he conceded. "What do you do about it? It's called 'minimize.' Courts reviewed it -- it works. You get an inadvertent collection? When you recognize what it is, you destroy it. Exception: let's suppose it was terrorism or crime. In that case, as a community, it is our obligation to report it. But to claim that this community is monitoring the e-mail and telephone calls of millions of Americans, and that we're doing reverse-targeting, is clearly absurd." McConnell admitted that Congress had reason to be wary of the intelligence community's intentions. "In the forties, fifties, sixties, seventies -- every President used either law enforcement or intel to conduct activities in the interest of national security by tapping telephones of Americans," he said. FISA had been a useful corrective. He summed up the law's intent as follows: "You intel guys go off and do your foreign-intel mission, but if you ever do it in this country you gotta have a warrant, O.K.?" 

21
The intelligence agencies have always had a murky relationship with the law. "We have to be at the edge of legality all the time," Admiral William Studeman, who preceded McConnell as the director of the N.S.A., told me. "Otherwise, we can't do our job." He added, "In foreign environments, all espionage agencies break the laws every day -- but they're somebody else's laws. Now there seems to be a notion that because we're criminals overseas we're criminals domestically." 

22
Six weeks after 9/11, Congress passed the U.S.A. Patriot Act. The F.B.I. was given expanded authority to issue "national-security letters," a form of subpoena entitling the bureau to pry into the private lives of American citizens and visitors who were not the subject of a criminal investigation and might not even have been suspected of being terrorists or spies. There was no judicial oversight. Unlike a FISA warrant, a national-security letter did not permit the government to eavesdrop on phone calls or read e-mails, but it did allow the examination of phone records, bank accounts, Web searches, and credit-card purchases. The F.B.I. was required to prove a specific national-security need before serving such letters, but a recent Justice Department audit uncovered dozens of cases in which bureau officials appeared to have violated this rule. 'We found wholesale abuse of that authority," Silvestre Reyes told me. "It underscored the need for constitutional protections." 

23
I asked McConnell how the new FISA law would be different. How could Americans be sure that the intelligence community wouldn't commit even more intimate invasions of privacy? 

24
"A national-security letter was a whole new tool," he explained. "Now, did the F.B.I. have the structure and experience and time to learn, the way you do in the FISA world? In fact they did not. It was used in a sloppy way." He said that the FISA system, by contrast, was governed by a strict protocol that had been in place for decades. (A special FISA court in Washington, established in 1978, confidentially weighs all requests for FISA warrants.) 
25
One afternoon, as McConnell and I were walking back to his office from the cafeteria, in the basement, we passed the security room, where a pair of guards monitored half a dozen screens displaying a video of the building's grounds. The setup was, by Hollywood standards, disappointingly low-tech. I asked McConnell if he'd seen "The Bourne Ultimatum," in which Matt Damon's character is pursued by C.I.A. officers with instant global access to surveillance cameras, banking transactions, and passport controls. "Yeah, we can't do that," McConnell admitted. "That's all horse pucky," 

26
The intelligence community has lagged significantly behind private industry in the development and use of innovative technology. "There have been breakthroughs," General Clapper, the Defense Under-Secretary, told me, citing the use of cell phones and computers on the battlefield, although he acknowledges that Al Qaeda has also made creative use of those technologies. By comparison, during the Second World War the U.S. government developed advanced radar and jet engines, and invented the atomic bomb. Six years of the war on terror have brought nothing nearly as significant; instead, the intelligence community has only warily appropriated models whose usefulness is blindingly obvious. In 2006, the community adopted Intellipedia, a secure version of Wikipedia. Blogging is now permitted on internal servers, giving contrarian opinion a voice. There is a new "A-Space" -- based on sites such as MySpace and Facebook -- in which analysts post their current projects as a way of creating social networks. The Library of National Intelligence is an online digest of official reports that will soon provide analysts who use it with tips, much the way Amazon and iTunes offer recommendations to their customers. These innovations have not yet made their way to the analysts and agents in the field, however. 

27
Despite such attempts to bring together resources and staff, the community still relies on more than thirty online networks and eighty databases, most of which are largely inaccessible to one another. After the 2004 reforms, which mandated greater information sharing, the community turned to private industry for help in creating the National Counter-Terrorism Center, which is in northern Virginia, at an undisclosed location. An engineer from Walt Disney Imagineering, the theme-park developer, designed it. "Even the chairs in the lunchroom are the same ones we had at the Disney Studios," a former Disney executive, who now works at the center, told me. "The only difference is these chairs don't have the mouse ears." She was one of several former Disney employees who signed up for government service after 9/11. The fantasy worlds that Disney creates have a surprising amount in common with the ideal universe envisaged by the intelligence community, in which environments are carefully controlled and people are closely observed, and no one seems to mind. 

28
With the cyber-security initiative, McConnell is asking the country to confront a dilemma: Americans will have to trust the government not to abuse the authority it must have in order to protect our networks, and yet, historically, the government has not proved worthy of that trust. "FISA reform will be a walk in the park compared to this," McConnell said. "This is going to be a goat rope on the Hill. My prediction is that we're going to screw around with this until something horrendous happens." 
29
Despite his missteps, McConnell has so far succeeded in winning every important point in the FISA debate. The bills that are now under consideration award the intelligence community nearly as much authority as it enjoyed under the President's secret wiretapping program, although with somewhat more supervision and with the stipulation that warrants be obtained to monitor Americans inside the country. The battle has harmed McConnell's reputation, however. "It is convenient to say, 'McConnell was a bad guy, McConnell broke faith' -- it's easy to say that because they lost!" McConnell said, "We went to the mat, and they lost." 
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McConnell forced a debate upon the country that it was reluctant to have. In agreeing to reform FISA along the lines that McConnell proposed, Congress has acknowledged that technology has created new tools for terrorists and made a salad out of existing laws that distinguish between foreign and domestic intelligence. Instantaneous global communications, cell phones, the free flow of commercial data, an untethered Internet, and the unprecedented ease of travel have erased the once rigid distinction between what is native and what is foreign. American law needed to reflect these changes. But the reforms leave it up to the intelligence community to decide whether to monitor an American's international communications without a warrant and what to do with that knowledge. Moreover, by giving immunity to telecommunications companies for future actions, the legislation pressures them to turn over to the government any and all communication records, whenever they are asked for. 
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Unfortunately, intelligence officials have a poor record of safeguarding civil liberties within the country, nor do Americans have any obvious recourse if they learn that they have been spied upon.

